Phishing scams are email messages sent by cyber criminals designed to try to trick and lure you into providing personal information and passwords.

**Know the Signs**

1. Odd “From” Address
2. Generic Greeting
3. Suspicious Link
4. Sense of Urgency & Poorly Written

**Common Phishing Subject Lines**

- Assist Urgently
- Verify Your Account
- Buying Merchant Cards
- Job Offer Part-Time
- Action Required

**What to Do When You Receive a Phishing Message**

- Don’t click any links or respond to the message
- Report it to abuse@temple.edu
- Delete the message and empty your trash

Learn more at: its.temple.edu/phishing